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Drew says the attack consisted mainly of TCP SYN floods aimed directly at against 
port 53 of Dyn’s DNS servers, but also a prepend attack, which is also called a 
subdomain attack. That’s when attackers send DNS requests to a server for a domain 
for which they know the target is authoritative. But they tack onto the front of the 
domain name random prepends or subnet designations. The server won’t have these 
in its cache so will have to look them up, sapping computational resources and 
effectively preventing the server from handling legitimate traffic, he says.
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